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Abstract of the contribution: This contribution proposes a new solution of NWDAF Influence on traffic routing for FS_eNA.
1. Discussion
This paper proposes to document a new solution on NWDAF Influence on traffic routing.
2. Proposal
It is proposed to agree the new solution into TR 23.791.
* * * First change * * * *

6.X Solution X: NWDAF Influence on traffic routing
6.X.1
Description
This solution addresses the key issue of “NWDAF assisting traffic routing”.
6.X.1.2
The information NWDAF needs to analyse
In order to be able to generate the analytics based decision for influencing traffic routing based on network conditions, the NWDAF should have access to load information of the network elements (including the transport networks) associated with a specific slice.
Editor’s note: Traffic routing decision can involve analysing more than load information; for example in the case of edge computing, routing decision includes selection of local UPF that can provide requested services. It’s therefore FFS whether NWDAF should have access to other network element for generating the information to assist traffic routing and whether this aspect should be studied as a generic key issue of “data collection by NWDAF”.
6.X.1.3 The NWDAF influence information provided to PCF for assisting traffic routing
The NWDAF influence information may contain at least:

1)
Information to identify the traffic: 

-
a DNN and possibly slicing information (S-NSSAI) or an AF-Service-Identifier. When the AF provides an AF-Service-Identifier i.e. an identifier of the service on behalf of which the AF is issuing the request, the 5G Core maps this identifier into a target DNN and slicing information (S-NSSAI)

-
an application identifier or traffic filtering information (e.g. 3 Tuple). The application identifier refers to an application handling UP traffic and is used by the UPF to detect the traffic of the application.
2)
Temporal validity condition. 
When the AF request is for influencing SMF routing decisions, the temporal validity condition indicates when the traffic routing is to apply.

3)
Spatial validity condition. 
When the AF request is for influencing SMF routing decisions, the spatial validity condition indicates the traffic routing applies for where the UE(s) is located.
4)
NWDAF transaction id. 
This allows the NWDAF to update or remove the NWDAF request to influence traffic routing.
5)  Information on the UE(s). This may correspond to:
-
groups of UEs identified by an External Group Identifier as defined in TS 23.682 when the AF interacts via the NEF, or Internal-Group Identifier (see clause 5.9.7 of 23.501[yy]) when the AF interacts directly with the PCF.
-
any UE the request applies to any UE accessing the combination of DNN, S-NSSAI.

6)  Potential locations of applications towards which the traffic routing should apply. The potential location of application is expressed as a list of DNAI(s). The DNAI(s) may be used for UPF (re)selection.
7)  Indication that for the traffic related with an application, no DNAI change shall take place once selected for this application;
6.X.1.4
Processing NWDAF influence request to assist traffic routing
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Figure 1: Processing NWDAF influence request to assist traffic routing

1.
To create a new request, the NWDAF invokes Npcf_PolicyAuthorization_Create Request service operation with a new NWDAF Transaction Id. 
To update or remove an existing request, the NWDAF invokes an Npcf_PolicyAuthorization_Update service operation to update or remove an existing NWDAF request identified by an existing NWDAF Transaction Id.

2.
The NWDAF sends its request to the PCF directly by invoking Npcf_PolicyAuthorization_Create Request or Npcf_PolicyAuthorization_Update Request service operation.

3.
The PCF invokes Npcf_PolicyAuthorization_Create Response or Npcf_PolicyAuthorization_Update Response service operation.
4.
The PCF creates/updates/removes the corresponding NWDAF request information.
NOTE: 
In case PCF receives overlapping traffic routing influence information from both AF and NWDAF, which information from which entity takes priority is dependent on implementation and deployment choice.
5.
The PCF determines if existing PDU Sessions are impacted by the NWDAF request. For each of these PDU Sessions, the PCF updates the SMF with corresponding new PCC rule(s) by invoking Npcf_SMPolicyControl_UpdateNotify service operation.

6.
When a PCC rule is received from the PCF, the SMF may take appropriate actions to reconfigure the User plane of the PDU Session such as:

-
Adding, relocating or removing a UPF in the data path to e.g. act as an UL CL or a Branching Point e.g. as described in clause 4.3.5.2 of 23.502[xx].
-
Allocate a new Prefix to the UE (when IPv6 multi-Homing applies).
-
Updating the UPF in the target DNAI with new traffic steering rules.
6.X.2
Impacts on Existing Nodes and Functionality
NWDAF:

· NWDAF needs to analyse the available information collected from OAM and other potential entities to generate the NWDAF influence information.

· NWDAF needs to provide the NWDAF influence information to PCF.
PCF:
· PCF needs to receive and process the NWDAF influence information and apply the updated traffic routing rules accordingly for any impacted existing PDU Sessions and any future new PDU Sessions.
6.X.3
Solution Evaluation

* * * End of change * * * *
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